
Gastro Health at Edmonds, Kirkland,  
Seattle - Fremont, Seattle - Northgate, Seattle Histology 

Laboratory, Lake Washington Anesthesia

JOINT NOTICE OF PRIVACY PRACTICES
Effective April 1, 2017

This Notice was revised on January 1, 2021

The privacy of your health information is important to us. 
We will maintain the privacy of your health information 
and we will not disclose your information to others 
unless you tell us to do so, or unless the law authorizes 
or requires us to do so.

A federal law commonly known as HIPAA and certain 
state laws require that we take additional steps to keep 
you informed about how we may use information that 
is gathered in order to provide health care services to 
you. As part of this process, we are required to provide 
you with the following Notice of Privacy Practices and 
to request that you sign a written acknowledgement 
that you received a copy of the Notice. The Notice 
describes how medical information about you may be 
used or disclosed and how you can get access to this 
information.

Except as otherwise permitted or required by law, uses 
and disclosures not described in this notice will be made 
only with your authorization.

This Notice also describes your rights regarding 
health information we maintain about you and a brief 
description of how you may exercise these rights.

Please take a moment to review our Notice of Privacy 
Practices. We also request that you sign and return 
the Acknowledgement of Receipt of Notice of Privacy 
Practices documenting that you received a copy of 
our Notice.

If you have any questions about this Notice, or if you 
need more information, please contact our Privacy 
Officer at 353-258-0686.

your record. Your request for amendment must be made in writing, to the Privacy 
Officer at the address below, and it must explain why the information should be 
amended. We may deny your request under certain circumstances. If we deny your 
request you have the right to file a statement of disagreement with us and we will 
include this statement in your record.

G. Right to a Paper Copy of this Notice: You have the right to obtain a paper copy 
of this Notice at any time by contacting our Privacy Office by phone or mail.

How to Exercise Your Rights 
To exercise any of your rights described in this Notice, send your request in writing 
to our Privacy Officer at the address below. We may ask you to fill out a form that we 
will supply.

Questions and Complaints: If you desire further information about your privacy 
rights, or are concerned about the handling of your privacy rights, you may contact 
our Privacy Officer by calling 425-216-2401 or submit your complaint in writing to:
 Privacy Officer
 Gastro Health
 19000 33rd Ave W, Suite 230
 Lynnwood, Washington 98036

You may also file a written complaint with the Secretary of the U.S. Department of 
Health and Human Services. To file a complaint with the Secretary, call 877-696-
6775 toll-free or mail it to:
 Secretary of the US Department of Health and Human Services
 200 Independence Ave SW
 Washington DC 20201.

You may also go to the website of the Office for Civil Rights, www.hhs.gov/ocr/hipaa 
for more information.

We respect your right to file a complaint with us or with the US. Secretary of Health 
and Human Services and we will not retaliate against you for filing such complaint.

III. EFFECTIVE DATE AND CHANGES TO THIS NOTICE

A. Effective Date: This Notice was effective on April 14, 2003, and was revised on 
October 1, 2020.

B. Changes to this Notice: We reserve the right to change the terms of this Notice 
at any time, without prior notification to our patients. We reserve the right to make 
the revised or changed Notice effective for medical information we already have 
about you as well as any information we may create or receive in the future. We 
will post a copy of the current Notice in the waiting area of our offices and on our 
website. This Notice will contain the effective date. You may also obtain any revised 
notice by contacting the Privacy Officer at 425-216-2401.

This Joint Notice of Privacy Practices applies to Gastro Health and Lake Washington 
Anesthesia which operate healthcare facilities in the greater Seattle area, and to the 
medical staff at those facilities.

 

GH and LWA participate in organized healthcare arrangements.

Although these two organizations are separate healthcare entities, they share  
patient information for treatment, payment, and operations related to the  
organized healthcare arrangement.

Edmonds
21600 Hwy. 99, Suite 260 

Edmonds, WA 98026 
Phone 425-774-2650 

Fax 425-774-2643

Kirkland
11800 NE 128th St., Suite 100 

Kirkland, WA 98034 
Phone 425-899-4500 

Fax 425-899-4509

Seattle – Fremont
501 N. 34th St., Suite 101 

Seattle, WA 98103 
Phone 206-838-1777 

Fax 206-838-1771 

Seattle – Northgate
11027 Meridian Ave. N., Suite 100 

Seattle, WA 98133 
Phone 206-365-4492 

Fax 206-368-3456

Washington Support Center 
Patient Financial Services

19000 33rd Ave. W., Suite 230 
Lynnwood, WA 98036 
Phone 425-977-4620 

Fax 425-745-9836
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THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU 
MAY BE USED AND DISCLOSED, YOUR RIGHTS, AND HOW YOU CAN GET 

ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

We are required by applicable federal and state law to maintain the privacy of your 
health information, and to give you this Notice explaining our privacy practices 
with regard to that information. You have certain rights – and we have certain legal 
obligations – regarding the privacy of your Protected Health Information (“PHI”).
This Notice explains your rights and our obligations. We are required to abide by the 
terms of the current version of this Notice, which may be amended from time to time.

What is Protected Health Information? PHI is information that individually identifies 
you and that we create or get from you or from another healthcare provider, health 
plan, your employer, or a health care clearinghouse, and that relates to (1) your past, 
present, or future physical or mental health or conditions, (2) the provision of health 
care to you or (3) the past, present or future payment for your health care.

For more information about our privacy practices, or for additional copies of this 
Notice, please contact us using the information at the end of this Notice.

I. HOW WE MAY USE AND DISCLOSE YOUR PROTECTED HEALTH 
INFORMATION

A. Uses and Disclosures Permitted without Your Written Authorization

We may use and disclose PHI without your written authorization for certain purposes 
as described below. The examples provided in each category are not meant to be 
exhaustive, but instead are meant to describe the types of uses and disclosures that 
are permissible under federal and state law.

1. Treatment: We may use and disclose PHI in order to provide medical treatment or 
services to you, and to manage and coordinate your medical care. For example, we 
may disclose your PHI to a physician or other health care provider (e.g. a specialist 
or a laboratory) to whom you have been referred, or who are involved in your 
treatment, to ensure that the provider has the necessary information to diagnose or 
treat you or provide you with a service.

2. Payment: We may use or disclose PHI so that we can bill for the treatment and 
services you receive from us and can collect payment from you, a health plan 
or a third party. For example, we may disclose PHI to permit your health plan to 
take certain actions before it approves or pays for treatment services we have 
recommended for you such as making a determination of eligibility or coverage for 
insurance benefits, reviewing services provided to you for medical necessity, and 
prior authorization of services. We may also give information to someone other than 
an insurance company who pays for your care.

3. Health Care Operations: We may use and disclose PHI about you for operational 
purposes. These uses and disclosures are necessary to run Gastro Health effectively 
and efficiently, and to make sure that all of our patients receive quality care. These 
uses and disclosures may include quality improvement activities, training programs, 
accreditation, certification, licensing or credentialing activities, and for accounting, 
legal, risk management, insurance services, and audit functions including fraud and 
abuse detection and compliance programs. We may also use or disclose PHI if your 
health plan requests it for medical quality review.

4. Required or Permitted by Law: We may use or disclose PHI when we are 
required or permitted to do so by law. We are required to disclose your health 
information to you at your request. We are also required to disclose PHI to the 
Secretary of the US Department of Health and Human Services when required 
to investigate our compliance with the HIPAA Privacy Rule. We are permitted to 
disclose PHI to appropriate authorities if we reasonably believe that you are a 
possible victim of abuse, neglect, or domestic violence or the possible victim of 
other crimes. Other disclosures permitted or required by law include disclosures 
to correctional institutions, law enforcement, coroners, medical examiners, funeral 
directors, disclosures for health and safety oversight activities, disclosures for 
workers compensation claims, disclosures for military or national security functions, 
and disclosures in response to a court order or other lawful process

5. Your Other Health Care Providers: We may disclose PHI to your other health 
care providers when such PHI is required for them to treat you, receive payment for 
services rendered to you, or conduct certain health care operations, such as quality 
assessment and improvement activities.

6. Appointment Reminders and Treatment Alternatives: We may use and disclose 
PHI to contact you to remind you that you have an appointment for medical care. 
We may tell you about health-related benefits and services, such as health care 
education classes or health fairs that may be of interest to you.

7. Research: We may use and disclose your PHI for research purposes, but we 
will only do that if the research has been specially approved by an authorized 

institutional review board or a privacy board that has reviewed the research proposal 
and has set up protocols to ensure the privacy of your PHI. Even without that 
special approval, we may permit a researcher to look at PHI to help them prepare 
for research. For example, to allow them to identify patients who may be included 
in their research project, as long as they do not remove or take a copy of any PHI. 
We may use and disclose a limited data set that does not contain specific, readily 
identifiable information about you for research. However, we will only disclose the 
limited data set if we enter into a data use agreement with the recipient who must 
agree to (1) use the data set only for the purposes for which it was provided, (2) 
ensure the confidentiality and security of the data, and (3) not identify the information 
or use it to contact any individual.

8. Business Associates: We may disclose PHI to our business associates who 
perform functions on our behalf or provide us with services, if the PHI is necessary 
for those functions or services. For example, we may use another company to do our 
billing, make appointment reminder calls, or provide consulting services for us. All of 
our business associates are obligated, under contract with us, to protect the privacy 
and ensure the security of your PHI.

9. For Public Health or Safety Purposes as allowed or required by law: We may 
use or disclose PHI when necessary:

a.  to prevent a serious threat to the health and safety of a person or the 
public

b. to prevent or control disease, injury or disability
c. to report vital statistics such as births and deaths
d. to notify people of recalls of products they may be using
e.  to report suspected abuse, neglect or domestic violence to public 

authorities
f. to report reactions to medications or problems with medical products
g.  for purposes related to the quality, safety or effectiveness of an FDA-

regulated product
h. to a school related to proof of immunization.

B. Uses and Disclosures that May be Made without Your Authorization, But for 
Which You have an Opportunity to Object

1. Family and Other Persons Involved in Your Care or Payment for Your Care: 
Unless you object, we may use or disclose PHI to a family member, a relative, a close 
friend, your personal representative or any other person that you identify, general 
information of your location, your general condition, or death. If you are present, we 
will provide you with an opportunity to object to the use or disclosure of your health 
information prior to such use or disclosure. If you are unable to agree or object to 
such a disclosure, we may disclose such information as necessary if we determine 
that it is in your best interest based on our professional judgment. In such a case 
we will only disclose information that directly relates to that person’s involvement in 
your health care, such as allowing a person to pick up prescriptions, lab requisitions, 
medical supplies, or other similar forms of health information.

2. For Disaster Relief Purposes. We may disclose your PHI to disaster relief 
organizations that seek your PHI in order to coordinate notification of family and 
friends of your location or condition in a disaster. We will provide you with an 
opportunity to agree or object to such a disclosure whenever we practicably can.

3. Fundraising activities: Unless you object, we may use PHI to contact you to raise 
funds for our operations. The PHI used or disclosed would be limited to demographic 
information, dates of health care provided, department of service, treating physician, 
outcome information and health insurance status. You have the right to opt out of 
fundraising communications from Gastro Health. If you object to being contacted for 
this purpose you may notify our Privacy Officer at the phone number listed at the end 
of this Notice and we will not contact you for fundraising purposes.

C. Uses and Disclosures Requiring Your Written Authorization.

1. Other Uses and Disclosures: All Uses and Disclosures not covered by this 
Notice or the laws that apply to us will only be made with your written authorization. 
For example, you will need to sign an authorization form before we can send PHI 
to your life insurance company, to a school, or to your attorney. You may revoke 
any such authorization at any time by submitting a written revocation to our Privacy 
Officer. If you revoke your authorization you understand that we cannot take back 
any disclosures that have already been made with your permission prior to the 
revocation.

2. Marketing Communications: We must obtain your written authorization prior 
to using or disclosing PHI for marketing purposes, subject to the definitions and 
exceptions set forth in HIPAA. We may, however, provide you with marketing 
materials in a face-to-face encounter or give you a promotional gift of nominal value, 
if we so choose, without obtaining your written authorization. We may also provide 
refill reminders or otherwise communicate about a drug or biologic that is currently 

being prescribed without your written authorization, provided that any remuneration 
we receive for such communication is reasonably related to our costs of making 
the communication. In addition, we may communicate with you, without your 
written authorization, about products or services relating to your treatment, case 
management or care coordination, or alternative treatments, therapies, providers or 
care settings, unless we receive financial remuneration in exchange for making such 
communication.

3. Sale of PHI. We may not sell your PHI without your written authorization.

4. Uses and Disclosures of Your Highly Confidential Information: In addition to 
the HIPAA Privacy Rule, federal and state laws require special privacy protections 
for certain highly confidential information about you, including the subset of your 
PHI that: (1) is maintained in psychotherapy notes (as that term is defined by HIPAA); 
(2) is about mental health and developmental disabilities services; (3) is about 
alcohol and drug abuse prevention, treatment and referral; (4) is about HIV/AIDS 
testing, diagnosis or treatment; (5) is about venereal disease(s); (6) is about genetic 
testing; (7) is about child abuse and neglect; (8) is about domestic abuse of an 
adult with a disability; or (9) is about sexual assault (collectively “Highly Confidential 
Information”). In order for us to disclose your Highly Confidential Information 
for a purpose other than those permitted by law, we must obtain your written 
authorization.

II. YOUR INDIVIDUAL RIGHTS

Your rights under the HIPAA Privacy, Security, and Enforcement Rules mandated by 
the Health Information Technology for Economic and Clinical Health (HITECH) Act, 
are as follows:

A. Right to Inspect and Copy: You may request copies of your medical record and 
billing records maintained by us. You have the right to request either a paper or an 
electronic copy of your records. All requests for records must be made in writing. 
We will make every effort to provide you with access to your records in the form 
or format that you request, if it is readily reproducible or, if not, in a readable hard 
copy form or such other form and format as agreed upon. If electronic records are 
not readily reproducible in the format you request, we may provide them in another 
electronic format. We have up to 15 business days (unless we request an extension) 
to respond to your request and we may charge you a reasonable fee for the costs 
of copying and sending your records. Under limited circumstances, we may deny 
access to your records.

B. Right to Request Confidential Communications: You may request, and we will 
accommodate, any reasonable written request for you to receive PHI by alternative 
means of communication or at alternative locations to ensure confidentiality. For 
example, you may request that we contact you by mail at a specific address or call 
you only at your work number. Your written request must specify how or where you 
wish us to contact you.

C. Breach Notification: You have the right to be notified if we discover a breach of 
your unsecured PHI, according to the requirements under federal law.

D. Right to Request Restrictions: You have the right to request a restriction or 
limitation on how we use or disclose PHI for treatment, payment or health care 
operations. You also have the right to request a limit on the PHI we disclose about 
you to someone who is involved in your care or the payment for your care, like a 
family member or a friend. If you pay in full (out of pocket) for your treatment, you 
can instruct us not to share information about your treatment with your health plan, 
unless such disclosure is otherwise required by law. To request a restriction on who 
may have access to your PHI, you must submit a written request addressed to the 
Privacy Officer at the address below. Your request must state the specific restriction 
requested and to whom you want the restriction to apply. We are not required to 
agree to your request unless you are asking to restrict the use and disclosure of our 
PHI to your health plan for services for which you have paid us out of pocket in full. 
If we do agree to the requested restriction we may not use or disclose your PHI in 
violation of that restriction unless it is needed to provide emergency treatment and if 
such use or disclosure occurs we will request that the health care provider not further 
use or disclose the PHI, or as otherwise permitted or required by HIPAA.

E. Right to Accounting of Disclosures: Upon written request, you may obtain an 
accounting of certain disclosures of PHI made by us in the last six years. This right 
applies to disclosures for purposes other than treatment, payment or health care 
operations, excludes disclosures made to you or otherwise authorized by you, and 
is subject to other restrictions and limitations. It excludes disclosures we made to 
family members and friends involved in your care or for notification purposes.

F. Right to Request Amendment: You have the right to request that we amend your 
health information. You have the right to request that information be added to your 
record, but you do not have the right to request that information be removed from 
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